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RESCINDS:

I. PURPOSE

II. PROCEDURE

I. PURPOSE

The Helena Police Department has adopted the use of in-car video/audio recording systems in order to accomplish several objectives, including:

1. Accurate documentation of events, actions, conditions and statements made during contacts with the public, so as to enhance officer reports, the collection of evidence and testimony in court;

2. To review probable cause for arrest, arrest procedures, the interaction between officers and subjects, and to gather evidence for investigative purposes as well as for officer training.

II. PROCEDURE

A. Officers shall adhere to the following procedures when utilizing Mobile Video Recording (MVR) equipment:
1. Proper maintenance and operation of MVR equipment installed in police vehicles is the responsibility of the officer operating that vehicle.  The equipment will be maintained according to manufacturer’s specifications.

2. Only MVR equipment issued and/or approved by this department will be used by officers while on duty.
3. Officers will be trained in the proper use and maintenance of MVR equipment.  Training will occur within the Field Training Officer program and will be completed before the officer begins operating the police vehicle and any MVR equipment.  Officers will be trained in the use of any new or upgraded equipment as the need arises.  Training may include classroom presentations, hands-on demonstrations and/or providing manufacturer’s operator and maintenance manuals.

4. Prior to each duty shift, officers shall determine that the MVR equipment is in proper working condition.  

a. Any malfunctioning or nonfunctional equipment shall be brought to the attention of the shift supervisor.

b. The officer shall complete a repair order requesting the equipment be repaired or replaced as soon as practical.
c. In the event the audio and/or video MVR equipment becomes non-functional during a shift, the officer operating that vehicle will relay this information to the dispatch center so it may be noted in the officer’s shift log.

5. Officers shall ensure they are properly equipped with adequate hard drive or DVR recording space to complete their tour of duty.
6. Officers are responsible to ensure display settings on the MVR equipment are up-to-date and accurate – i.e.  date and time indicators and on-screen text data.  Officers shall ensure they properly log in and log out of the MVR at the beginning and end of their shift to ensure video recordings are properly cataloged and labeled (on systems which require this).

7. Officers shall not tamper with or alter other system settings, such as pre-event record times, video recording quality or format, crash sensor settings, etc without prior permission of the Division Commander. 

8. MVR equipment will be installed so as to automatically activate when the vehicle’s emergency lights are in operation and/or when a wireless audio transmitter is activated.  The equipment may also be activated through several other means, such as manual activation in the vehicle cab or through vehicle crash or speed sensors. 

9. In the event the MVR equipment is not functioning in an officer’s assigned patrol vehicle, or the equipment malfunctions during his/her patrol shift:

a. The officer shall, at the earliest possible time, switch to a patrol vehicle with operational MVR equipment and follow procedures for reporting inoperable equipment laid out in this policy.

b. On-duty officers will not operate a patrol vehicle with inoperable MVR equipment unless no other patrol vehicle is available and only with the authorization of the on-duty supervisor.

10. Officers shall ensure the MVR equipment is in operation and activated to record: 
a. All public contacts of an investigatory nature – self initiated or by call for service;

b. Any other time as directed by a supervisor.

11. Officers will ensure that:

a. The video camera is positioned and adjusted to record events whenever possible and practical;

b. The MVR is not deactivated until the incident being recorded is complete;
c. The wireless transmitter and/or in-cabin microphone is activated in order to provide an audio track to accompany the video recording.
d. The in-cabin camera and/or audio is activated any time a person is detained or placed in the rear prisoner-partitioned area of the vehicle.

12. If the audio or video recording is stopped at other than a reasonable or logical point during an incident, the officer shall document why the recording was stopped (i.e. a system malfunction, transmitter battery died, etc.)
13. Officers shall, whenever possible and practical, make use of the MVR equipment to:

a. Record field interviews if the recording could prove useful in later judicial proceedings;
b. Record circumstances surrounding crime scenes, crash scenes or other incidents, including the documentation and seizure of evidence or contraband;
c. Record any other information, actions, statements or circumstances that may later prove useful in court actions or as training material. 
14. All system hard drives shall be properly signed in and out of service with the officer’s badge number, initials, date, and vehicle number on the log sheet provided at the storage location.  In the case of DVR-based systems, there is no portable media to log.

15. Officers are encouraged to inform their supervisor or the Division Commanding Officer of any video sequences that may be of value for training purposes.

16. Officers will note in any written reports when an audio/video recording was made and placed into evidence.
B. Video control and management

1. All video footage submitted as evidence shall be properly marked with the case or call for service number before being placed into evidence; or in the case of server-based storage, properly tagged by event code and case number as applicable.

2. Officers can elect to utilize MVR systems’ ability to record video after-the-fact.  Video segments recorded using this feature will be properly tagged with the appropriate incident category, uploaded to the storage server and managed or retained as other recorded video events.

3. Recorded digital video files will only be exported or copied by officers trained in the use of the equipment. 
4.  All recorded video files containing information of evidentiary value shall be considered as evidence and shall be handled as other forms of evidence.  See  SOP Volume 5, Chapter 3, Section E - Evidence Handling.

5. All video recordings not scheduled for use in court proceedings, video not entered as evidence, or held for other adversarial or departmental use, shall be maintained for a period of 90 days from the date of recording.  In the case of server-based storage, such files will be automatically deleted in 90 days.
a. If a request is received from the City or County Attorney to preserve a video record that had not previously been entered or preserved as evidence – and still exists within the 90 day preservation time -  the appropriate recording will be either copied and entered into evidence, or preserved electronically as evidence, depending upon the format of the file. 

6. For hard drive-based systems, hard drives will be removed from the digital video recorder when full and held until the video can be transferred to storage.  Video will be transferred by a supervisor to a storage device to be held for the 90 day retention period.  The hard drive will then be reformatted and returned to service.  The supervisor will maintain a record of when stored video is deleted permanently from the storage device.
7. No digital video hard drive shall be reissued for use unless reformatted.
8. Officers shall not erase, reuse or in any other manner alter MVR recording media until the media is released from evidence and/or has been held for the 90 day period described in Section B(6).  Once released from evidence, video recordings will be either erased (in the event of electronically stored files) or destroyed.
9. Access to the server-based storage system is granted based upon permissions given to an access group. Group set up and permissions are set by the Division Commander and will not be altered or changed without prior permission.

10. Video segments that are of no value (such as test segments, segments recorded as system settings are created, extended events created when a user fails to stop a recording) may be deleted by staff assigned administration rights on the storage server.

11. Mobile video recordings are, as other video, still photographic and audio recordings of investigations, generally considered to be confidential criminal justice information, remain the sole property of the agency, and cannot be disseminated to others except under conditions prescribed in 44-5-303 MCA.  Civilians or others not authorized to receive confidential criminal justice information shall not be allowed to review recordings.
12. Supervisory Responsibilities

a. Supervisory personnel shall ensure that all officers under their direction follow established procedures for the use and maintenance of the MVR equipment, handling of video files and the completion of all documentation concerning video/audio recordings.
b. Supervisors will randomly review recordings to determine whether MVR equipment is being fully and properly used and to identify material that may be useful for training purposes.
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